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Information about a cyber attack 

 

 

Trigano suffered a ransomware-type cyber attack on February 9, 2021, which blocked parts of 

the company’s servers. 

 

Several business units, especially in France, Italy, Spain and Germany had to slow down or even 

stop their production activity. 

 

A team of experts was mobilised to assess and then deal with the consequences of this attack, 

which does not seem to have reached the ERP data. Accompanied by Trigano teams, it is actively 

working on setting up back-up systems and applications that will allow running first in downgraded 

mode and in a secure manner, while continuing necessary investigations for the complete 

restoration of systems. 

 

At this stage of the investigations, it does not appear that any personal data has been stolen.  

 

The production of business units affected by this attack should gradually resume during the course 

of next week. The operating losses resulting from this incident are covered by the cybercriminality 

risk insurance policy taken out by Trigano. 

 

 

 

 
 
 

 
 
 

2020/2021 Second Quarter Sales will be released will be released on 22 March 2021 
 
 

 
 
 

 
 
 

 
 
 

 

 

 

contact 

Laure Al Hassi  
phone : +33 1 44 52 16 31 

communication@tr igano.fr 
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